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3ACTOCYBAHHS OSINT-METOAIB ¥ BUSIBJIEHHI KPUMIHAJIBHUX
INPABONIOPYHIEHDb ¥ ®IHAHCOBIU CO®EPI, BUNHEHUX
3 BUKOPUCTAHHSAM HU®POBUX TEXHOJIOI'TX

Mertoto cTarTi € GOpMYITIOBaHHS TEOPSTHIHUX 3acaj Ta MPAaKTHIHUX PEKOMEH-
Jarii moao edektuBHOro 3actocyBaHHs OSINT-meroniB (po3BiAKH 3 BIAKPUTHX
JDKEpeN) y Tpoleci BHABICHHS, NOKyMEHTYBAaHHS Ta PO3CIiAyBaHHSI IH(POBUX
(hiHaHCOBHX 3JI0YHMHIB, 3 ypaXyBaHHSIM CyJacHUX BUKJIHUKIB iH(popMariifHoi 6e3nekwy,
HEIOCKOHAJIOCTI HOPMAaTUBHO-TIPABOBOTO DPETYIIOBAHHS Ta HEOOXiTHOCTI amamnTa-
1ii 3apyODKHOTO JOCBiQy J0 HAIIOHAJIBHOTO MPaBOBOTO MOMs YKpaiHW. Y cTaTTi
PO3KPHUTO 3HAYEHHS Ta MOXJIMBOCTI 3aCTOCYBaHHS METOIIB PO3BIAKH 3 BIIKPUTUX
moxepen (OSINT) y mporieci BusiBIeHHs, (ikcallii Ta po3ciigyBaHHsS KPUMiHATHHUX
MPaBOMOPYIICHb Y (PIHAHCOBIH cdepi, SIKI BUMHEHO 13 BUKOPHCTAHHAM ITUPPOBUX
TexHoJoriii. Haronomryerscs, mo B ymoBax nugpoBizamii GiHAHCOBUX oIeparii
Ta aHOHIMi3alii KibeprnpoCTOpy KIACHYHI METOIM PO3CIiTyBaHHS JEAaii JacTilie
MoTpeOyIOTh JTOTIOBHEHHS TEXHOJOTIYHO OPIEHTOBAaHUMH TMiAXonaMu. 3IiHCHEHO
knacudikariro ocHoBHUX OSINT-meromniB, 30kpema aHami3 mudpoBoro mpodiiro
Cy0’€KTiB, MOHITOPHHT COIIaJIbHUX Mepex, 00poOKy MmeramaHux (aiiiB, i1eHTH-
¢ikaniro IP-axpec Ta BiacTeKeHHS JAHIIOTIB (hiHAHCOBUX TpaH3akuiid. Po3rmstHyTO
npukiagu BukopuctanHs OSINT y mpakTumi mpaBOOXOPOHHUX OpraHiB YKpaiHu
Ta 3apyOixuaux aepxas (CLUA, [Tonbira, ®panuis), a TaKoXK MPOaHANiI30BaHO KOH-
KpeTHI Keiicu 3 BUABJICHHS (DIKTHUBHUX 1HBECTHLIHHUX MIardopM, IaxpaiChbKuX
Iiil y cdepi KpUNTOBAIIOT, Ta MISUTEHOCTI (PiIHAHCOBUX «IipaMily. YBary NpHIiIeHO
TaKOXK aKTyalbHUM IpobiemaM BripoBamkeHHss OSINT-iHCTpyMeHTIB, 30KpeMa: Bij-
CYTHICTh YHI()IKOBaHUX CTaHJAPTIB 300py Ta 0OPOOKH JaHHUX, HEJOCKOHAJICTh Mpa-
BOBOTO PETYIIIOBaHHS JIOCTYITY JIO iH(pOpMAIIiT 3 BIAKPUTHX JKEpeI, OOMeKeHa Iud-
pOBa KOMITETEHTHICTh CIITYMX 1 CYIJIiB, & TAKOXK PU3HUKH IMOPYIICHHS NPaB JIIOIUHI
IIPY 3aCTOCYBaHHI TaKMX METOMIB. 3alpOIIOHOBAHO HANpPSIMH YIOCKOHAIEHHS, IO
SKHX BiJTHECEHO CTBOPEHHS CIelianizoBaHux miapo3niiiB 3 OSINT-anamiTHKY B cHC-
TeMi JIOCYZOBOTO PO3CIiTyBaHHS, pO3poOKa €JUHUX METOIUYHHX PEKOMEHIALil;
HAJIATO/PKCHHS TPAHCKOPIOHHOIO OOMIHY aHATITHYHMMHU MaTepiajlaMH; pPO3BUTOK
HaBYaJbHUX MpOTpaM Ijs MpaliBHUKIB MPaBOOXOPOHHOI Ta CynoBoi cucteMm. Ilia-
KpecioeTbess HeoOxianicTe iHTerpauii OSINT mo 3aranpHOi cucTeMu KpuMiHajic-
TUYHOI METOAMKH PO3CIiTyBaHHS (PiHAHCOBHX MPABOIIOPYIICHb.

Knrwuosi cnoea: OSINT, ¢inancosi npasonopyuwienns, yupposi mexwonoeii,
Kibep310uuHHIiCMb, GIOKpUMI O0dcepend, po3gioka 3 8IOKpumux oxcepel, Kpunmosa-
aroma, yu@poesi doxkasu, npoQinoeants, MpaH3aKyiiHull anatis, Memaoari, iHgop-
Mmayiina besnexa.
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Suslikova I. S. Application of osint methods in detecting criminal offences in
the financial sphere committed using digital technologies

The purpose of the article is to formulate theoretical principles and practical
recommendations for the effective application of OSINT methods (open source
intelligence) in the process of detecting, documenting and investigating digital
financial crimes, taking into account modern challenges of information security,
imperfection of regulatory and legal regulation, and the need to adapt foreign
experience to the national legal field of Ukraine. This article reveals the importance
and possibilities of using open source intelligence (OSINT) methods in the process
of detecting, recording and investigating criminal offenses in the financial sector
committed using digital technologies. It is emphasized that in the conditions
of digitalization of financial transactions and anonymization of cyberspace, classic
investigation methods increasingly need to be supplemented with technologically
oriented approaches. The scientific work has classified the main OSINT methods, in
particular, analysis of the digital profile of subjects, monitoring of social networks,
processing of file metadata, identification of IP addresses and tracking of financial
transaction chains. Examples of the use of OSINT in the practice of law enforcement
agencies of Ukraine and foreign countries (USA, Poland, France) have been
considered, and specific cases of detecting fictitious investment platforms, fraudulent
actions in the field of cryptocurrencies, and the activities of financial «pyramids» have
been analyzed. Attention is also paid to the current problems of implementing OSINT
tools: the lack of unified standards for data collection and processing, imperfect legal
regulation of access to information from open sources, limited digital competence
of investigators and judges, as well as the risks of human rights violations when using
such methods. Areas of improvement are proposed: the creation of specialized units
for OSINT analytics in the pre-trial investigation system; the development of unified
methodological recommendations; the establishment of cross-border exchange
of analytical materials; the development of training programs for law enforcement
and judicial system employees. The article emphasizes the need to integrate OSINT
into the general system of forensic methods for investigating financial crimes.

Key words: OSINT, financial offenses, digital technologies, cybercrime, open
sources, open source intelligence, cryptocurrency, digital evidence, profiling,
transactional analysis, metadata, information security.

AKTyaJbHiCTh TeMH. 3 OIVISTy Ha CTPIMKHAN PO3BUTOK ITU(PPOBUX TEXHOJIOTIH, (hiHAHCOBI
KpUMIHAIIbHI MPABOMOPYIICHHS Je/alli YacTillle BUMHIIOTHCS 13 BUKOPUCTAHHIM CYYacHHX 3aCO-
0iB KOMyHIKaIlii, a TakoK MU(POBUX AKTHBIB 1 TATGOpM. Y IbOMY KOHTEKCTI aKTyali3y€eThCs
HEOOXiHICTh MOJIEPHI3alii 1HCTPYMEHTIB KPUMIHAJIBLHOTO aHali3y, 30KpeMa uepe3 3alydeHHS
OSINT-metoxiB (Open Source Intelligence) - 360py, 00poOku Ta aHA3y TaHUX i3 BIIKPUTHUX JDKE-
pen (comiadpbHUX MEpeX, BIIKPUTHX 0a3 MaHUX, calTi, peectpiB Tomo). OSINT incTpymeHTH
JIAl0Th 3MOTY ONEPATUBHO 1 3 MiHIMAJIFHUMHU BUTPATAMU BUSIBIIATH IIaXpaichKi cxeMH, HU(ppoBi
CJIIJIU MiJTO3PIOBAHUX, JKEpesla HesleralbHOro (hiHaHCYBaHHS Ta MOB’sI3aHi cy0’ €KTH.

ITonpu notenwian OSINT sik enemenTy uuppoBOi KPUMIHATIICTUKY, B YKpaiHi HOro 3acTocy-
BaHHS MOKH IO HE € HAJICKHUM YHHOM pernameHToBaHe. [TuTaHHs JOIMyCTUMOCTI MOKas3iB, 3i0pa-
HUX 32 JONIOMOTOKO TaKUX METOJIIB, 3aJTUIIAETHCS CIIIPHUM, a MpoeciitHa MiAroTOBKa CIiUUX Y i
chepi oomexxena. Y kpainax €pomneiicbkoro Cotozy Ta CIIA OSINT-meronuku e BOyIOBaHi
B PO3CIIiAyBaHHS KiOep- Ta (piHAaHCOBHMX MPaBOMOPYIICHb, 30KpeMa B MisUTbHICTH (PiIHAHCOBOT po3-
BIJIKH, aHTUKOPYTIIIMHUX CITY>KO Ta IPAaBOOXOPOHHMX OpraHiB. TaKuM YHHOM, JTOCITIPKSHHS MOXITU-
Bocrell immuremenTanii OSINT B ykpaiHCBKY CITiIdy Ta ONepaTuBHO-PO3IIYKOBY PAKTHKY € BaXITU-
BUM 1 CBOEYACHUM 3aBJaHHAM y Mexax IudpoBoi TpaHcopMmailii paBOOXOPOHHOT CUCTEMHU.

AHani3 ocTaHHiX gocaifkens i myoaikaniii. [Ipodnematuky 3actocysanust OSINT y chepi
(POBUX PO3CIiAYBaHb JOCIIIXKYBaJIU Taki HAyKoBI, Ak B. [{lumbamoxk, I. Kynim, B. Ky3uenos,
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B. Koctunpkuii, A. Xypasens, O. Kyunncbka. Cepen 3apyO0iKHUX YUCHHX, SKi JOCITIIKYBAIH
npobnematuky 3actocyBanHss OSINT-mMerTomiB y BusiBiIeHHI IUPPOBHUX Ta (iHAHCOBHUX 3JIOUUHIB,
o Bim3Haunt Maptina Pina, Aunpea Manky, bena b tokenena, Tomaca ['onra, Jxonrya Kpyk-
menka, Jlepina Kanropa, Maiikia Makraiipa, Kesina Makrina ta Kita Anexcannepa.

INompu axtuBHE BrpoBamkeHHs iHCTpyMeHTIB OSINT y misbHICTE IPaBOOXOPOHHUX Opra-
HiB, 3HaYHA YaCTHHA MUTaHb, OB’ S3aHUX 13 BUSABJICHHSM 1 JIOKyMEHTYBaHHIM IH(poBuX (iHaH-
COBUX KPHUMiHAJIBHUX MPABONOPYIIECHD, 3aIUIIAETHCA HEAOCTATHRO po3pobieHo. Hacamnepen,
MOBa #jie mpo BiACYTHICTh y3arajibHeHOi Merononorii 3actocyBanHs OSINT y cdepi nporuaii
came (hiHAaHCOBHM KiOEp3TOUMHAM, a TAKOXK PO HEYPETYILOBaHICTh MPABOBOTO CTATYCy OTpPHMa-
HUX 3 BIIKPHUTHX JDKEPEN JaHUX SK JOKa30BOi 0a3W y KpUMIHAJIBHOMY MpOBapKeHHI. B Yipaini
JIOC1 BiJICYTHS YHI(piKOBaHA NMPAKTHKA BU3HAHHS TaKHX JTOKA3iB CyJaMH, IO CTBOPIOE PU3HKHU X
BIJIXHJICHHS Ha €Talli CYJJ0BOTO PO3TIISLY.

KpiM Toro, BIiTKpUTHMU 3aTUIIAIOTHCS TUTAHHS €TUIHOTO BUKOPUCTaHHS 0COOUCTOI iH(Op-
Marlii, TOCTYITHOI B Mepei, a Takoxk 1udpooi 6e3mexkn OSINT-mmraTdopm, SKi MOKYTh 3a3HABaTH
30BHINIHBOTO BTPYYaHHs a00 (danpcudikaniid. He MEHI BaXIIMBUMHU € IPOOIEMH aIropuTMi3amii
OSINT-aHamiTHKH, MOXIIMBOCTI BUKOPUCTAHHS IITYYHOTO 1HTEJIEKTY JUIs BUSBICHHS aHOMAJIbHUX
(hiHAHCOBUX TpPaH3aKIill, a TakOXXK KaJAPOBOTO M TEXHIUYHOTO 3a0€3MEUEHHs CIiIUUX MiAPO3ALNIiB.
Iotpebye HaykoBOro OOIPYHTYBaHHS M MOPIBHSUIBHUM aHaNi3 1HO36MHOTO JOCBiAY, SIKUM Mir Ou
CTaTH OCHOBOIO JJIsI BIOCKOHAJCHHS BITYU3HIHOT MPAKTHKH 3 YPaxXyBaHHSAM MIKHAPOIHUX CTaH-
JapTiB IIU(PPOBOI PO3BIIKH.

MerToro cTaTTi € HOPMYTIOBaHHS TEOPSTUIHUX 3aCall Ta IPAKTHIHUX PEKOMEHIAIIN 100
eextuBHOrOo 3acrocyBaHHs OSINT-meToniB (poO3BiAKY 3 BIAKPUTHX JIKEpEN) Y MPOIECI BHSB-
JIEHHSI, JOKYMEHTYBaHHS Ta PO3CJiTyBaHHS IMUPPOBUX (HIHAHCOBUX 3JIOUMHIB, 3 ypaxyBaHHSIM
Cy4acHHWX BHKJIHKIB iH(popMamiiHOi Oe3lekd, HEeTOCKOHAIOCTI HOPMAaTHBHO-TIPABOBOTO PeETy-
JIIOBaHHS Ta HEOOXIMHOCTI ajanTallii 3apyOi>KHOTO JIOCBily 10 HAIlIOHAIFHOTO MPAaBOBOTO MO
VYkpainu.

Buknan ocHoBHOro Marepiany. Y cydacHUX yMOBax Iu(poBi3alii CycHiibCTBa Ta MOLIH-
PCHHS eJIEKTPOHHOI KOMYHIKaIlii po3Bijka 3 Bimkputux mxepen (OSINT, Open Source Intelligence)
BiJlirpae JAefasli BaXKIMBILIIY POJIb Y PO3CHiAyBaHHI KPUMIHAJbHHUX IPaBOMOPYLICHb, 30Kpema
y (blHaHCOBlI/I C(1)ep1 OSINT-meTonu A03BOJIAIOTH OTPUMYBATH, CUCTEMATU3yBaTu Ta aHaJ‘I13yBaTI/I
BiJJOMOCTI, IKi € BIIKPUTHMH, TOCTYITHAMH JJISI 3aralbHOTO KOPUCTYBaHHs Ta MpaBOMipHO 3i0pa-
HUMH O3 BTpYYaHHS B IPUBATHY cepy 0coou [1] BoHM OXOIUTIOIOTH IINPOKHIA CIIEKTP JKEepem —
Bif ny6n1t1HI/Ix Be6pecypc1B 1 Iep>KaBHIX PEECTPIB A0 COIIaIbHUX MEPEXkK, POPyMiB, JTapKHET-Maii-
JNaHYMKIB, aHATITHYHUX 0a3 JaHUX Ta MH(POBUX CIiAIB y BUINIAAI METaJaHUX.

Y Mexax posciigyBaHHs ¢iHaHCOBUX KiOep3iounHiB metoan OSINT (po3Binku 3 Bi,Z[KpI/I—
TUX JDKEpem) IHPOKO BUKOPHCTOBYIOTECS [T BCTAHOBJICHHS oci0, MPUYETHHX 10 KpI/IMlHaJILHO
HPOTHUIPABHO]I TiSNTBHOCTI, BUSBICHHS HEJICTaIbHUX JKepell IpUOYTKY, aHaNi3y pyXy KOIITIB, IO
MOXYTb OyTH OTpPUMAaHi KPUMiHAJIBHO MPOTUIIPABHUM ILIUIIXOM, @ TAKOXK JAJISI BUSIBIICHHS B3a€MO-
3B’3KiB MK y4acHUKaMH (piHaHCOBUX cxeM. OcoOarBO e(heKTUBHUM y LIbOMY KOHTEKCTi € METOJ
uugpoBoro nmpodiIIOBaHHSA, SKUH TOJNATaE B LIJILOBOMY 300pi Ta aHai31 iHpopMalii 3 BIAKPUTUX
JDKEpel 00 MOBEJIHKOBUX T EKOHOMIYHUX XapaKTEpPHCTHUK MiJO3PIOBAHOI 0cO0OU.

Le#t Meron OXOIUTIOE BHBYCHHS AKTHBHOCTI KOPHCTYBAyiB y COIIABHUX Mepekax, Ha
(hopyMax, B OHJIAHH-OTOJIOMICHHSX, KOMEHTApsX, ()OTO- Ta BIJICOKOHTEHTI 3 METOIO (POPMYyBaHHS
nugpoBoro obpazy cyb’ekra. 3100yTa iH(pOpMAIliS JO3BOJISE BCTAHOBUTH MOXIIMBI JDKepeia
JIOXOJIB, (hakTH MpHUIOaHHS MaiiHa, HASBHICTh HE3apEECTPOBAHOI IMiIIPUEMHHIILKOT MTisITBHOCTI,
(iHaHCOBI omeparii 4epe3 KPUNTOBATIOTH, IO O(IIiifHO HEe 3aJeKIapoBaHi, a TAKOXK JIOIIOMAarae
BUSIBUTH MOTEHIIWHUX CIIIBYYacHHUKIB a00 OcHediliapiB HE3aKOHHOI AisUTBbHOCTI. TakuM 4HHOM,
OSINT-miaxin migBuitye e(peKTUBHICTh ONEPaTHBHO-PO3IIYKOBHX 3aXOXiB Ta 3a0e3medye Mmif-
IPYHTS JUIA iHIIIOBaHHS MPOLIECYANbHUX il y MeXaxX KPUMiHAJIBHOTO IPOBAKEHHS [2].

Tak, y npaktuii po3ciiayBaHHs (iHaHCOBUX KiOep3n04unHiB i3 BukopructanHsaM OSINT-me-
TOMIB € HU3KA MMOKA30BHX MDKHAPOIHUX 1 YKpaiHCHKUX KeiiciB. HaBemeMo Kinbka y3arajibHEHHX
TIPUKITATIB:
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VY 2022 pori mig yac po3ciyBaHHS YXWJICHHS BiJl OMOJATKyBaHHS (i3MIHOI 0COOM—ITi -
npueMIilst mpaBooxopoHIi BusiBiiM y Facebook Ta Instagram umcnenni myOmikamii 3 emiTHHX
KypOPTiB, a TaKOX BiJJCOOIVIIIM HOBHUX aBTOMOOLNIB, MPUIOAHUX HIOHTO «HA MOAApyHOK». Bon-
Ho4ac 3a odiniiiHoI0 AekIapamniero ocoda Mana MiHiManbHI goxomu. 3iopana OSINT-inpopmaris
CTaJIa MiICTaBOYO JUTSI BIIKPUTTS TIPOBAKCHHS IIIOJI0 HE3aKOHHOTO 30araducHHs.

¥ 2023 poui Ha ocHOBI OSINT-ananmiTiku Oyia BHSBICHA CXeMa OOTOTIBKYBaHHS KPHIITO-
BamoT y KueBi. Cnigui BUBUMIM MyOIivuHI MOBIMOMICHHS Ha kpunrtodopymax ta Telegram-kxana-
7ax, e (irypaHTH NMpONOHyBanu «aHoHIMHe BuBeaeHHA BTCy». 3okpema, 3a TOMOMOTOIO CepBi-
ciB Blockchain Explorer Oyiii BcTaHOBJICHI 3B’SI3KM MiXK TaMaHISIMH, BUBEJICHHSM KOIITIB y ¢iar
yepe3 OOMIHHHKH, a TAKOXK peajibHi iMeHa, pUB’si3aHi 70 npodiniB Ha ardgopmax dppunancy. Le
JI03BOJIMIIO 1ACHTH(IKYBATH YIACHUKIB 31I0YMHHOI IPYIIH.

OpnuuM i3 HaltedexTuBHimmMX OSINT-MeTOAIB, IO 3aCTOCOBYETHCS Y NMPAKTULI PO3CILiALY-
BaHHs (DIHAHCOBMX KPMMIHAJIBHMX NPABONOPYIICHb, € aHAJI3 META/aHUX LHU(POBUX OO’€KTIB.
MertaznaHi — e CTpyKTYpOBaHI TEXHIYHI BIIOMOCTI, SIKi aBTOMAaTHYHO TC€HEPYIOTHCS Ta BOYIOBY-
I0TheA Y (aiiiau mijx yac iX cTBOpeHHs abo penaryBaHHsA. BoHM MOXyTb MICTUTH BiIOMOCTI IpO
aBTOpA, JIaTy ¥ 9ac CTBOPEHHs, Ie0JI0Kallilo, BEPCif0 MpOrpaMHOro 3abe3nedeHHs, MOJeb pH-
CTPOI0, MEPEIKEBY aKTHBHICTh, [P-aipecy, onepartiiiHy crucremMy TOIIO.

Y posciifyBaHHi maxpaiictsa y cepi KpUITOIHBECTYBAaHHS, METa/laHi MOXYTb BiJirpa-
BaTH KIIOYOBY POIIb. Hanpuxnag, y cnpasi U.S. v. Ignatov, S.D.N.Y., mo crocysanacst poekTy
OneCoin — onui€i 3 HalOUIBLIKMX Y CBITI CXeM (iHAHCOBOIO LIAXPAHCTBA — caMe MeTajaHi mpe-
3eHTaliHNX Qaitnie PowerPoint 1o3Bommnm imeHTH(IKyBaTH BHYTPIMIHIX PO3pOOHMKIB 1 IOBe-
cTH anbcudikariro (piHaHCOBUX MTOKa3HMKIB, SIKi BUKOPHUCTOBYBAJIHCS [UIS 3aJIyICHHS IHBECTOPIB.
Mlaui BKasyBasy Ha peiaryBaius 10kyMeHTis B oici pipmu y Codii (Bonrapis) Ta npus’ssysamm
AKTHBHICTb J10 TIeBHHUX HpPICTpOlB [1].

V HamioHaNbHIA MpakTUIl YKpaiHW TaKoX € BUNAJAKH, KOJTH BHIIy9eHI 3 MECEHIDKEepiB
nokymenTd y popmari PDF, mo manu o3Haku minpoOku ((perkoBi TOTOBOpH MO3WKH, 1HBOKCH),
aHaJIi3yBaJIuCs 3a JOIOMOIOI TaKuUX IHCTpyMeHTIB, sik ExifTool, Metadata2Go, PDF-XChange
Viewer. V pesyibrati BUSBIAIOCA, WO (il OyB CTBOPCHHIi Ha HPUCTPOI, 3aPEECTPOBAHOMY Ha
iy dizuuHy 0coly, HiK BKa3aHO y PeKBi3uTax, abo 10 MmiAnucy OyB 3MiHCHHIT Yac peaaryBaHHs,
110 Z103BOJISUIO TIOCTABUTH i/l CyMHIB aBTCHTHYHICTb JIOKYMCHTA.

Takox XapakTepHUM € BUKOPHUCTAHHS METAJaHOTO aHaJi3y B CIpaBax MPO KPHUMiHAJIbHI
NPaBOIIOPYIICHHS, OB’ s13aHi 3 (hanbcudikamiero TeHAEPHOI TOKyMeHTalii, 30kpemMa y Prozorro.
AHaJi3 eJIeKTPOHHUX 3asBOK BHUSBIISAB O3HAKH TOTO, IO YCi IOKYMEHTH, MOJaHl HIOWTO PI3HUMH
cy0’exTamu, Oyii CTBOPEHI Ha OTHOMY KOMIT FOTepi B oiuH JieHb [3]. Lle nano migcraBu uist KBati-
(hikamii aiif 32 03HAKaAMH 3JIOYMHHOT 3MOBH Ta 3JIOBXKHUBAHHA y chepi myOmiyHIX 3aKymiBeb.

MerazaHi CTaloTh OCOONMBO BKIMBUMH y KOHTEKCTI OAHKIBCHKOTO ITaxpalCTBa, KOJU 3J10-
YUHI HAJCHIAIOTh (DIIMUHTOBI (DAl 3 IIKIJUTUBUMH BKJIaJCHHSIMH. BCTaHOBIICHHS TOXOKECHHS
Taxoro (aiiiry 103BoIIsIE ineHTH(DIKYBaTH, HAIIPUKIIA, PErioH CTBOpeHHs, |P-anpecy, BUKOpHCTOByBaHEe
I13. ¥ mexax cniBnpatti 3 CERT-UA Ta mixxHaponHrMHu iatdopmamu (Hanpuknax, MISP), mi Bigomo-
CTi MOXKYTB OyTH OIIEpaTHBHO IHTErpOBaHi y OUTBIII po3BimgyBabHi 0asu (threat intelligence platforms).

TakuM 9UHOM, aHAJI3 METaIaHUX BIITPAE KPUTHYHY POJIb Y TOBEICHHI 3B’ 3Ky MK ITUQ-
POBHMHU 00’ €KTaMH Ta Cy0’ €KTaMH NPABOIIOPYLICHHS, JO3BOJISIE TOOYAyBaTH JAHIIOT MOiH, BEpH-
(bikyBaTH JOCTOBIPHICTh IM(POBUX JOKA3iB, a TAKOXK IHTEIPyBaTu Ii JaHI B 3araJlbHUH MacuB
OSINT-anamiTHKH.

VY Mexax KpUMIHAIBHOTO MPOBaKEHHS, BigkpuToro y 2021 poii 3a (haktoM maxpaicrsa
yepe3 HU3KY (PIKTUBHUX iHBECTUIIHHUX IIaTGOpM, 0COOIUBY POJIb Bifirpaiy BIIKPHTI IpKepena
po3sinysanbHOI iH(popMmauii (OSINT). V npoueci aHaqiTHYHOTO MOHITOPUHTY OylIO BHSIBICHO
Ipyny BeOCANTIB-KIOHIB, sKi IMITYBaau MOMYJISPHI MiXKHAPOIHI 6p01<epcm<1 CepBicH, CTBOPIO-
IOUH Bi3yallbHy iICHTHYHICTE 33 PaXyHOK 3aIO3MYCHHS JIOTOTHINIB, JN3aiHy Ta MOBHHX IIa0I0-
HiB. Uepes ananizs WHOIS-peectparriit, DNS-nanux ta IP-tpacyBaHHs BCTaHOBJIICHO, 110 JOMEHHI
iMeHa Oynu 3apeecTpoBaHi Ha cniibHuUil myn [P-aapec, siki Hajexaan OJHOMY XOCTHHI-IIPOBaii-
nepy B LlentpansHiit €Bpori.

[MapanensHo npoBoauBcs OSINT-aHami3 aKTHBHOCTI B COIMIAIBHUX MEpPEXkax, JI¢ BUABICHO
3Ky akayHTiB y TikTok ta YouTube, sixi npocyBamu ¢efikoBi muardopmu, obisoun «rapaH-
TOBAaHUH JIOXi» Bl BKJIAAEHb y KPUITOBAIIOTY. 3a JOMOMOIOH KPOCIUIaT(OPMHOIO 3iCTaB-
nenns mudposux npodinie y LinkedIn, Telegram, Instagram ta Ha cmemianizoBanux (opymax,
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17ICHTH(IKOBAHO 3B’SI3KM MK aBTOpaMH KOHTEHTY ¥ TpaiiBHHKaMu HeBenukoro IT-areHTcTBa,
3apeecTpoBaHOro y Bapmagi, sike crierianizyeTbesi Ha MapKeTHHTOBOMY ayTCOPCHHTY [4].

Bxazana iHQopmanis, BepugikoBaHa yepe3 MikHaponi 6asu FININT Ta cmiBmparrio
3 CERT-crpykrypamu, Gyia BUKOpHCTaHa JUIsi YOPMYBAHHSI I0Ka30BOi 6a3u, sika IIepeiaHa 110 Mix-
HAapOJIHOI CIIIAYOI TPYIH B MEXKaxX peaiisallii MexaHi3MiB bynanemrcpkoi KOHBeHUIT po Kibep3i1o-
yuHHICTh. OTpHMaHi 1aHi TAKOX CIIPHUSIIH OJIOKYBaHHIO TIOHA ACCATH (QIIIMHIOBIX JOMEHIB Yepes
CIIBHY po00Ty 3 peecTparopamu Ta ICANN.

TakuM YMHOM, [IeH BUMA0K CBIUNTH PO BXKIKBICTh BUKOpUcTaHHs OSINT He muire mist
iIeHTH(IKAIlT YIaCHUKIB 3JIOUNHHOI TISTTBHOCTI, @ 1 JUIS BUSIBIICHHS] CUCTEMHOT MepexeBoi iHdpa-
CTPYKTYpH, sIKa 3a0e3reuye (QyHKIIOHYBaHHS TPaHCHANIOHATBHUX MAXPalChKUX CXEM.

3acrocysanns OSINT-meronis y mpoueci po3ciilyBaHHS (iHAHCOBHX MPaBOMOPYIICHD,
BUMHEHHX 3 BUKOPHCTaHHIM L[I/I(l)pOBI/IX TEXHOJIOT1H, CYNMPOBOMKYEThCA HU3KOK) KOMIUICKCHHX
npoGIieM, 110 MAKOTh SIK IPABOBHI, TaK 1 OpraHizalifiHO-TeXHIYHUH XapakTep. OHIEI0 3 KIIOY0BUX
€ BiICYTHICTB YITKOTO HOPMAaTUBHOTO PETYINIOBAHHS CTaTyCy BIIKPUTHUX JPKEpeI iH(popMariil y Kpu-
MiHaJIBbHOMY npouieci Ykpainu. Jani, 3mo0yTi 3a qormomororo OSINT, 3okpema 3 WHOIS-cepgicis,
MyONMIYHUX PeecTpiB, IUIATPOPM COLIATFHIX Mepek abo MU(POBUX CIIIIB Ha BeOpecypcax, He
MAaloTh YHI()IKOBAHOTO CTAaTycCy IIOJO iX JMOIyCTHMOCTI sIK JoKa3iB. lle yckiamaioe iX mporiecy-
aJbHE 3aKPIIUICHHS Ta MOAAJbIIe BUKOPUCTAHHS Y CYAil, II0 OCOOIMBO MPOOIEMaTHYHO y TpaH-
CKOPJIOHHUX MPOBAKEHHAX [1].

Kpim Toro, 3HauHy CKIIa/iHICTh CTAHOBUTH BepH(iKallisi aBTCHTUHOCTI 3i6paHoi indopma-
1ii Ta arpuOyIis uI/I(prBHx CJTiJIIB, OCKUTBKH 3JIOYHHII aKTHBHO BHKOPHUCTOBYIOThH 3aCO0U MacKy-
BaHHA, Taki K VPN, TOR-mepesxi, migpoOieHi foMeHn ab0 BUKPUBICHHS reonokanii. ETnana
JueMa TOJIrae y TOMy, IO 30MpaHHS HEepPCOHI(pIKOBAHUX AAHUX 3 BIAKPUTUX JKEpPENT MOXKE
MOpYLIyBaTH MpaBa 0cOOM HA IPHBATHICTh, 30KpeMa y KoHTekcTi HopM GDPR, mo 3actocoBy-
FOThCS JI0 ¢y0’€KTIB y KpaiHax €Bpomneiickkoro Corosy. OkpeMy mpo0iieMy CTAHOBUTH HEJIOCTATHIH
piBeHb IU(POBOT MiATOTOBKH CIIIIIMX Ta EKCHEPTiB y cepi kpuMinamictauHoi OSINT-anamiTukH,
a TaKkoX BIACYTHICTh QJITOPUTMI30BAHUX MPOLEAYP B3a€MOJIT 3 MIXXHAPOIHUMU CIITUUMHU CTPYK-
typamu. OTxe, 171 e(peKTUBHOTO Ta paBoMipHoro Bukopuctanus OSINT-meToniB HeoOXinHe SK
OHOBJICHHS TIPOIECYaTFHOTO 3aKOHOAABCTBA, TaK 1 3aIPOBAKCHHS CIICIialli30BaHUX HaBYAJIHHUX
IIpOrpaM JUIsl PAI[iBHUKIB IPABOOXOPOHHOI ChepH.

3anposampkerHs OSINT-METoniB y IPAKTHKY PO3CITiyBaHHS (iHAHCOBUX MPABOLIOPYIICHD,
BUYMHEHHX 13 BUKOPHUCTAHHAM IU(POBHUX TEXHOJOTIH, MOTpeOye He JIMIIe TeXHIYHOI MiATOTOBKH,
a 1 HaJIe)KHOTO HOPMATHBHO-ITPAaBOBOTO Ta METOIMYHOTO 3a0e3neueHHs. B yMoBax mpaBoBoi HEBH-
3HAYCHOCT II0/10 MPABOBOTO CTATyCy JAHMX, OTPHUMAHHX i3 BIIKPUTHX JUKEPEI, 0COOIHBO TOCTPO
nocrae npobdnema 3a0e3nedeHHs X JOIMYCTHMOCTI SIK JIOKa3iB y KPUMIHAJIBHOMY IIPOBA/DKCHHI.
BincyTHicTs ycTaneHux mporecyanbHHX MeXaHisMiB (ikcallii, Bepugikalii Ta arpuOywii Takux
JIAHUX 3HAYHO 3HWKYE IXHIO 0Ka30BY L{HHICTb i CTBOPIOE PU3MKH MOPYIUCHHS NPAB y4aCHUKIB
npoBapKkeHHA. CaMe ToMy aKkTyallbHUM € HopMaTtuBHe yHopMyBaHHs OSINT-meTomiB sk mKepena
1u(poBHX TOKa3IB 3 ypaxyBaHHAM BUMOT KpHMiHAIBHOTO MPOLECYaIbHOTO KOACKCY YKpaiHu Ta
MDKHapOIHHUX CTaHIAPTiB.

1. CrBopenHs crerianizoBanux OSINT-migpo3ainiB y ckiaai NMpaBOOXOPOHHUX Opra-
HiB. EQeKTHBHE BUKOPUCTAHHS BIAKPUTHX JuKepen iH(opmaril (OSINT) norpebye BiANOBIAHOI
¢axoBoi HII[FOTOBKI/I MDKIMCIMITTIHAPHOTO ITXOAY Ta MOCTIfHOTO MOHITOPHHTY HH(POBOTO
cepesouIa. Y 3B’43KY 3 LM aKTyalbHAM € CTBOPCHHS y CTPYKTYpi HawioHanbHOi moxiwii, JIP
abo Bropo eKOHOMIYHOI Oe3MeKy Creniali3oBaHuX aHaTITHYHAX MiAPO3/IIB, yKOMIUICKTOBAHUX
(axiBusiMu y cepi iHpopMaIiifHAX TEXHOIOT1H, KpUMIHATICTHKY, (iHAHCIB Ta mpaBa. Taki mif-
po3ainu 3a0e3nedyBaTUMYTh ONIEPAaTUBHE BUSABICHHS HUPPOBUX CIiJIB, ieHTH]IKALI0 Cy0’ €KTiB
(hiHAHCOBUX CXEM, IPOCTEKEHH PyXy aKTHBIB Ta B3a€MO03B’s13KiB 0ci0. [ToniOHa MOIeNh yCIiNIHO
peamizyerbes B CIIIA (Cybercrime Task Forces), Himeuunni (Zentrale Stelle fiir Finanztransaktio
nsuntersuchungen) Ta ®panuii (OCLCTIC).

2. Po3poOka yHi(IKOBaHHX METOAMYHNX IIAXOAIB 10 300py Ta 00pOOKH BIAKPUTHX LH(PO-
BUX JaHNX. CHCTEMHE HOPMATHBHO-METOAMYHE 3a0€3IICUCHHS € KIIF0UOBOK YMOBOO [PABOMIPHOIO
BukoprctanHs OSINT- 1HpOpMAITT K Jxepena JokasiB. Ha choromui BiICYTHICTH YHi(iKOBaHHX
CTaHZAPTIB OO (iKCALT, 30ePEKEHHS Ta OLIHKH JJAHUX 3 BIAKPUTHX JUKEPEI (30KpeMa MeTa1aHuX,
BEO-KOHTEHTY, LH(POBUX MPOdiniB oc16) CTBOPIOE PU3HKU BU3HAHHS TaKHX JOKa3iB HEIOIYCTH-
MHMH B CYIOBOMY ITPOB/DKEHHI. Y 3B 53Ky 3 IIMM HEOOXiZHO PO3POOHTH 1 3aTBEpAUTH METOANYHI
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peKOMeHaIlil Ta cTaHmapTH MU(GPOBOI KPUMIHATICTHKH, SKi O BIAMOBITATN MI>KHAPOIHUM TPAKTH-
kam (Harpukiag, ISO/IEC 27037:2012) ta BpaxoByBa YKPaiHChKY IPOIECYATbHY eI DIKY.

3. Po3bynoBa mixkHapogHoro ooMiny OSINT-manuMu B pamkax cmiBmpauni 3 €C. Tpan-
CKOpIOHHHH XapakTep Iu(ppoBuX (iHAHCOBHX 3JTOYHHIB 3YMOBIIOE TOTPeOy y HaJaroKEHHI
MeXaHI3MiB MDDKHApOJHOI KOOpIWHAIii. YKpaiHa Mae JOJyYIUTHCS JO BiINOBIMHUX iHimiaTHB €C,
takux sk Europol’s European Cybercrime Centre (EC3), ENISA (ArentctBo €C 3 kibepbesnekn),
OLAF (€sporeiicbke 010po mo 60poTs0i 3 MIaxpallCTBOM) TOIIO. YYacTh Y CIUTBHUX MPOEKTaX,
0OMiH aHaJITHIHUMH TIPOAYKTAMHU Ta BUKOPUCTAHHA CIIUIbHAX Tardopm (six-ot SIENA — Secure
Information Exchange Network Application) miBUIIATL ONEPATUBHICTh pearyBaHHS Ha CXEMH,
0 OXOILTIOIOTH JEKiJIbKa IOPUCIUKINHM, Ta 3a0e3MeUuTh IHTEerparilo YKpaiHH B €BpOICHCHKY
cucTeMy kibepbesneku.

4. BHpOBaI[)KCHHfI OCBITHIX NPOrpam JUlsl CIIJYMX, CKCIEPTIB i CyAdiB. 3Ha4HA YaCTHHA
mpo6IeM IOB’si3aHa 3 HEJOCTATHIM PIBHEM IiATOTOBKM NPAIIBHUKIB CHCTEMH KPHMiHAIBHOI
FOCTHIIIT 1OI0 MPAaBOBOTO PEKUMY BiIKPUTHX HU(POBUX maHUX. HeoOXiqHO BIIPOBAIUTH KOMII-
JIEKCHI OCBITHI NporpaMu Ha 0a3i 3ak/ajiB BUIIOT IOpUANYHOI OCBiTH, HallioHanbHOT MIKOIH Cy/I-
IiB YKpaiHu, BIIOMYHX akajeMiid. Kypcu moBHHHI OXOIJIIOBaTH TEMATHKY: MIPABOBI acleKTH 300py
OSINT-nanux, meronu nupoBoro npoditopanns, Bepudikaris indopmaii, eTHYHI CTaHxapTH,
CTaHIAPTH JOIYCTUMOCTI 10Ka3iB Towto. [lixBrieHHs nuppoBoi Ta MpaBoBOi IPaMOTHOCTI HPE-
CTaBHUKIB CHCTEMH PO3CJIiTyBaHHS € HEOOXiTHOI NMEPeAyMOBOIO €()eKTHUBHOTO BIIPOBAKEHHS
IHHOBALIHHIX TEXHOJOTIH Y CIIT4y IPAKTUKY.

BucnoBku. 3actocyBanHs OSINT-MeTomiB y po3ciilTyBaHHI KpPUMIHAJIBHUX TPaBOTIO-
pylieHs y ¢inaHcoBiil cepi, BUMHEHUX 3 BUKOPHCTAHHSAM HU(POBHUX TEXHOJIOTiH, CTAHOBHUTH
MEPCIIEKTUBHUIN HAMPSM YIOCKOHAICHHS KPHUMIiHAIICTHYHOT MPAKTUKU B YMOBaX CTPIMKOI mud-
poBizauii. Pesynbrati aHamisy 3acBiguyioTh, WO BIIKpHUTI JuKepena iH(OpMALii € MOTYKHUM
1HCTPYMEHTOM JUISl BUSABIICHHS Cy0’€KTIB [PAaBOIIOPYIICHD, IPOCTEKCHHS PyXy (iHAHCOBHX aKTH-
BiB, PO3KPHUTTS CTPYKTYD MIAXPAHCHKAX CXEM i JIOKyMEHTYBaHHs LU(POBHX CIiIiB 3I0YMHHOL
nisutpHOCTI. BogHouac, mpaktuuHa immiueMmeHTaniss OSINT cTHkaeTbes 3 HU3KOIO TpobieM HopMa-
TUBHO-TIPABOBOTO, TEXHIYHOTO i €THYHOTO XapaKTepy.

Jlis 3abe3nedeHHsT epeKTHBHOTO Ta MpaBoMipHoro BukopuctaHHs OSINT-maHuX y KpH-
MiHaJIBHOMY TIpolieci YKpaiHW AOIIBHO: 1) HOPMAaTUBHO 3aKPIUTH CTaTyC BIIKPUTHX IHPO-
BUX JDKEpen SIK I0Ka3iB; 2) cTBopuTH cremianizoBani OSINT-miapo3aing 3 MK IUCIHUIITIHAPHOO
MIITOTOBKOIO; 3) 3alpOBaIUTH YHi(iKOBaHI METOOUKH 300Dy, Bepudikarii Ta 00poOKH BIAKPUTHX
JaHWX; 4) PO3BUBaTH MIKHAPOIHE CIIBPOOITHUIITBO 3 €BPOICHCHKUMH OpraHi3alisMu B cdepi
KiOepOe3mnexy; 5) BOpOBAaIUTH CUCTEMHY IIIJITOTOBKY CIITYMX 1 CyANiB 3 IM(POoBOi KpuMiHaic-
TukU. Jlue 3a ymoB koMIuiekcHoi MoaepHizaii miaxonis OSINT-ananmiTHka 3MOXKe CTaTH JiEBUM
IHCTpyMEHTOM NpoTuAii piHaHCOBIH KiOEp3I0YMHHOCTI Y IU(PPOBY 100Yy.
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